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Item 8.01. Other Events.

On April 28, 2023, Tecogen Inc. (the “Company”) experienced a ransomware attack on its computer network. The Company promptly contacted its outside IT service providers
to (i) limit access to the network, (ii) investigate the threat which appears to have been a spear phishing attack aimed at a specific target through the Company’s VPN, and (iii)
restore files affected by the attack. Traces of malware associated with the attack were found on two workstations which have had their hard disks permanently removed from
service. The Company’s network files were restored from the previous evening’s back-up and the Company’s network was fully operational on May 1, 2023. The Company has
taken steps to improve its network security, including by changing all passwords and conducting a full audit of user accounts. The Company disabled VPN access to the network
pending implementation of multi-factor authentication for network access and access to workstations, and requires a password to access support from IT personnel and
consultants. The Company will continue to undertake regular reviews of its IT infrastructure and is investigating improved software and hardware cyber threat protection
solutions.

The information in this Item 8.01 to this Current Report on Form 8-K shall not be deemed “filed” for purposes of Section 18 of the Exchange Act or otherwise subject to the
liabilities of that section, nor shall it be deemed incorporated by reference in any filing under the Securities Act or the Exchange Act, except as expressly set forth by specific
reference in such a filing.

SIGNATURES
Pursuant to the requirements of the Securities Exchange Act of 1934, the Company has duly caused this report to be signed on its behalf by the undersigned, hereunto

duly authorized. 

TECOGEN INC.

By: /s/ Abinand Rangesh
May 3, 2023 Abinand Rangesh, Chief Executive Officer


